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Fault tolerance of the TBSF (Tandem Banyan Switching
Fabrics) and PBSF (Piled Banyan Switching Fabrics).

Akira Funahashif, Toshihiro Hanawaf, Nonmembers and Hideharu Amanof, Member

SUMMARY  Multistage Interconnection Networks (MIN)
with multiple outlets are networks which can support higher
bandwidth than those of nonblocking networks by passing multi-
ple packets to the same destination.

Fault recovery mechanisms are proposed for two of such net-
works (TBSF/PBSF) with the best use of their inherent fault tol-
erant capability. With these mechanisms, on-the-fly fault recov-
ery is possible for multiple faults on switching elements. For the
link fault, the networks are reconfigured after fault diagnosis, and
the network is available with some performance degradation. The
bandwidth degradation under multiple faults on link/element is
analyzed with both theoretical models and simulation.

Through the analysis, F-PBSF shows high fault tolerance
under high traffic load and low reliability by using 3 or more
banyan networks.
key words:  Multistage Interconnection Network(MIN), MIN

with multiple outlets, fault tolerance
1. Introduction

Multistage Interconnection Networks (MIN) with mul-
tiple outlets[14] are networks which can support higher
bandwidth than those of nonblocking networks by pass-
ing multiple packets to the same destination.

The simplest MIN with multiple outlets is called
Multi Banyan Switching Fabrics (MBSF) [9][10][8][7]
which supports multiple independent banyan (omega)
networks for traffic distribution. It has been well stud-
ied and load balancing algorithms were proposed as a
circuit switching network or the ATM (Asynchronous
Transfer Mode) packet switching network.

Another simple MIN with multiple outlets is Ex-
panded Banyan Switching Fabrics (EBSF) or Expanded
Delta network which realizes multiple outlets by ex-
panding the size of network[2][12]. Conflict free ac-
cess methods are proposed[2] and the efficiency as a
processor-memory interconnection network of multipro-
cessors is demonstrated.

However, from the result of analysis[14], these two
networks support poor bandwidth because of their sim-
ple structures. In the MBSF, multiple networks are on-
ly used independently. In the EBSF, the earlier stages
do not contribute traffic distribution.

Two advanced MIN with multiple outlets called
Tandem Banyan Switching Fabrics (TBSF)[5][3] and
Piled Banyan Switching Fabrics (PBSF) [14] support
much better performance than those of the MBSF and
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EBSF[14]. These networks can be efficiently used both
for a processor-memory interconnection network in a
multiprocessor and the ATM packet exchanger of a t-
elecommunication switching system.

These two networks provide inherent fault tolerant
capability, since they consist of combinations of multi-
ple MINs. In this paper, a fault recovery mechanism
is attached to these two networks, and proposed Fault
tolerant TBSF (F-TBSF) and Fault tolerant PBSF (F-
PBSF) respectively. Then, the performance degrada-
tion when some elements of the F-TBSF/F-PBSF are
damaged is analyzed both with probablistics model and
simulation.

2. The control model and fault model

2.1 The control model

The MIN with multiple outlets are proposed for a
switching system with a simple structure and control.
All packets are inserted into serially (in a few bits par-
allel) synchronized with a common frame clock from
input packet buffers. Each switching element stores
only one bit (or a few bits) of the packet, and the MIN
behaves like a set of shift registers with the switching
capability.

When a conflict occurs, one of the conflicting pack-
ets must be routed to the incorrect destination since
there is no packets buffer in each switching elemen-
t. When a packet is routed to the incorrect direction,
the conflict bit in the routing tag is set. The packet
whose conflict bit is set is treated as a dead packet,
and never interferes the other packets. Since this con-
trol/structure enables to use high speed clock and high
density implementation compared with the MIN pro-
viding packets buffers inside every element, it is com-
monly used in the ATM packet switching network, and
sometimes used in a multiprocessor[1][15].

However, the packet conflicts inside the MIN will
severely degrade performance because the conflicting
packets must be inserted again in the next frame. In
this case, the MIN with multiple outlets which can pass
through multiple packets for the same destination are
advantageous.



2.2 The fault model

Like a common MIN, the MIN with multiple outlets
consists of simple 2 X 2 or 4 X 4 switching elements. As
shown in Figure 1, the controller attached to the path
checks the header of the packet, and decides the mode
of the element ‘straight’ or ‘cross’ appropriately by set-
ting the multiplexors. Here, like most of fault model of
the MIN [13][16], following two types of faults:

1. a broken link within the multiplexors and between
the switching units (link fault),

2. and the malfunction of the controller and multi-
plexor (element fault)

are considered. The latter type of fault causes the s-
tuck of the switching element and misrouting of packets
while the former type causes the loss of packet which to
be routed to the faulty link. Usually, since the area of
the controller is larger than other part of the switching
element, the possibility of the element fault is larger
than that of the link fault. In the control model treat-
ed here, the packet is serially transferred. Thus, the
partial damage of the packet [17] is not treated. While
the permanent damage is assumed in the link fault, in-
termittent faults can be treated in the element fault.
Multiple faults are treated in our fault tolerant scheme.
Increasing number of faults does not cause the system
down but causes the performance degradation.

3. Fault Tolerant Tandem Banyan Switching
Fabrics

3.1 Tandem Banyan Switching Fabrics

Tandem Banyan Switching Fabrics (TBSF)[5][6] is an
advanced MIN with multiple outlets proposed for the
ATM-based packet switching system .

As shown in Figure 2, it consists of placing mul-
tiple banyan interconnection networks in tandem such
that, for each output of each banyan network, there
is a connection feeding to the corresponding memory
module, and a connection feeding the corresponding in-
put of the following banyan network. At the end of a
banyan network, all those packets which have succeed-
ed in reaching their desired destination proceed to the
output of memory modules. All the misrouted packet-
s, after resetting their conflict bit, are fed to the next
banyan network. The interface for the memory mod-
ules provides small packets buffer for each outlet of the
banyan network.

Unlike the MBSF, only misrouted packets are
rerouted in the next banyan network. That is, multiple
banyan networks coordinately work for packet routing.

tThis network was proposed by Tobagi and Kwok firstly
in English 1990(3], but also was proposed independently by
us and OKI Co. Ltd. in 1988 in Japanese paper [5].
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The bandwidth is expected to be improved, while the
latency is stretched. The 16-input/16-output TBSF is
used in a real multiprocessor, and the performance is
evaluated[15].

3.2 Fault recovery mechanism for the TBSF

A large number of fault tolerant MINs [18] [21] [20] [22]
[23] have been proposed and discussed. These MINs
require the extra stages or links for fault recovery, and

some of them provide independent multiple paths in
the MIN|[24][20] like MIN with multiple outlets treat-
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ed here. The essential difference between the TBSF
and such fault tolerant MINs is that the redundancy
is introduced only for performance improvement in the
TBSF. Therefore, the network topology of the TBSF is
completely different from fault tolerant multipath net-
works. However, the redundancy in the TBSF can be
used for fault recovery. Here we introduce simple and
practical fault recovery methods by making the best use
of the redundant structure of the TBSF.

(1) Element fault

For the element fault, the on-the-fly recovery can be re-
alized with a simple additional hardware. In the origi-
nal TBSF, only the conflict bit of the packet is checked
at the outlet of each banyan network, and if the bit is
set, the packet is routed to the next banyan network.
For the fault recovery, the comparator is attached
to the outlet of each banyan network, and the destina-
tion address of the packet is compared with the label
of the output link. If the destination address is not
matched to the output label, the packet is routed to the
next banyan network even if the conflict bit is not set.
Using this mechanism, misrouted packets with element
faults are routed to the next banyan network and get an
opportunity to be routed correctly. Of course, the com-
parator for fault recovery also may be faulty. To cope
with this problem, a packet whose destination address
is matched to the output label but the conflict bit is set
is also routed to the next banyan network. By using this
double check mechanism, the mis-judged packets with
malfunction of the comparator can be saved.

(2) Link fault

For the link fault, the on-the-fly fault recovery is diffi-
cult since packets are lost inside the MIN. In this case,
the switching system is stopped, and after diagnosis,
the banyan network including a fault link is bypassed
as shown in Figure 3. For this purpose, bypassing paths
are necessary for each banyan network. Although this
method can avoid the loss of packets, the bandwidth of
the network is much degraded compared with the case
of element fault. Since the TBSF consists of common
omega networks, the common diagnosis methods[13][16]
can be used for the fault location.

We call the TBSF with both comparator and by-
passing mechanism for fault recovery the Fault tolerant
TBSF(F-TBSF).

3.3 Piled Banyan Switching Fabrics

Another advanced MIN with multiple outlets is Piled
Banyan Switching Fabrics (PBSF). Although the band-
width of the TBSF is expected to be enough, the large
latency will stretch the frame time of the MIN, thus,
degrades the performance.

Unlike the TBSF which consists of tandem con-
nection of networks, banyan networks are connected in
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the three dimensional direction in the PBSF (Figure 4).
A switching element except in the highest and lowest
layers provides four inputs/outputs(two for horizontal,
and two for vertical direction.).

The number of the layers in the PBSF can be
changed considering the trade-off between the perfor-
mance and hardware increase. The general structure
of the PBSF is represented with PBSF(n,l), where n
is a number of the stage and ! is the number of layers.
The PBSF which has the same number of layers as the
stages (n = [) is called the full- PBSF. Figure 4 shows
the structure of full-PBSF with 8 inputs/outputs. Al-
though this paper focuses on the full-PBSF, the exten-
sion to the non-full PBSF(n,l)l < n is quite easy.
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Packets are inserted into the highest layer banyan
network, and transferred to the horizontal direction.
When two packets collide each other, a packet is fed to
the corresponding switching element in the next lower
layer banyan network with a clock delay. The vertically
transferred packet may collide with both packets which
are transferred to the horizontal direction also with a
clock delay. In this case, one of horizontally transferred
packets is selected and sent the next lower layer network



with a clock delay.

In the worst case, when three (one from the ver-
tical, and two from the horizontal direction) packets
for the same direction conflict in a switching elemen-
t, a packet is routed to the correct direction, a pack-
et is routed vertically, but the other packet cannot be
routed to any direction. Like the TBSF, such a packet
is routed to the incorrect direction, and treated as a
“dead-packet”.

3.4 Fault recovery mechanism for the PBSF

(3) Element fault

The on-the-fly recovery can be also realized in the PB-
SF for the element fault. However, unlike the TBSF,
the check mechanism is required for each switching el-
ement.

As shown in Figure 5, the vertical links are pre-
pared to the output links and input links of the lower
layer. The checking mechanism checks the conflict bit
of the packet header and compares the appropriate bit
with the state of the switching element. If conflict bit
is set, the packet is routed to the output links of the
lower layer just like the normal PBSF. If the header bit
is not matched to the state of the switching element,
the packet is considered to be misrouted. So it is rout-
ed to the input links of the lower layer to be routed at
the same stage. However, there is the possibility that
the misrouted packet will conflict with horizontal input
packet at lower layer. To avoid this problem, all input
links to the lower layer are connected to the input links
of the lowest layer of the stage because the lowest layer
of the stage doesn’t have horizontal inputs(Figure6).

Although this mechanism increases the amount of
the hardware compared with the TBSF, packets are not
misrouted unless both the controller and check mecha-
nism are faulty.

(4) Link fault

In the PBSF, the faulty link can be bypassed with ver-
tical links between layers. However, for an element, it is
impossible to recognize the fault on the connected out-
put links. Therefore, diagnosis and fault location are
required like the TBSF. If the faulty link are located,
the previous element is forced to use the vertical links
to bypass the faulty link. The dedicated hardware or
control packet are required to set the specific element
to this ”bypassing mode”.

We also call the PBSF with this recovery mecha-
nism the Fault tolerant PBSF(F-PBSF).

4. Analysis of the throughput under the fault

Using the recovery hardware, the network can be avail-
able with single or multiple faults. However, in this
case, the network throughput is degraded with faulty
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links or elements. Here, probabilistic models for anal-
ysis of the throughput (pass through ratio) of the F-
TBSF with a single fault and F-PBSF with multiple
faults are proposed.

4.1 Analysis model of the F-TBSF
4.1.1 Analysis model of the fault-free TBSF

First, the state of each switching element is analyzed.
Here, assume that the network size is 2" (thus, the
number of stages is n), and r; is the probability which
packets are inserted at the i-th (0 £ ¢ < n — 1) stage
input(Figure7). Figure 8 shows all the states of the
switching element. To remark at the upper output,
conflict occurs at one of four states, so the output prob-
ability is r; — %. When conflict occurs, a misrouted
packet becomes a “dead packet”, and never interferes
other packets in the later stages. That is, these packets
can be treated as being disappeared.

Therefore, when a packet is inserted into an input
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of a switching element in the ¢-th stage at a probability
T;, the probability for the next stage r;41 is represented
as follows:

7‘1'2
vy

=7 (1 — %) = rif(r) (1)

The probability that a packet arrives at the output
of a single banyan network is represented as follows:

Tit1 =

W) - (-) -7
4 4 4 4
n—1 s n—1
TOH (1 - Zj) = TOHf(rj)
J=0 J=0
= 10f"(r0)
where 7¢ is the probability of the input packet for the
MIN (That is, it is corresponding to the traffic load).
Thus, the pass-through ratio of this network is:

E = "(7"0).

Tn

(3)

On the TBSF, correctly routed packets are sent
for the destination, and traffic for the next banyan is
reduced. Assuming that the input traffic for the k th
banyan network is By, (thus, By = 79), it is represented
with the following equations:

By, = By_1 — Bj_1f"(By-1) (4)

)

(2)

By solving these gradual equations, the pass-
through ratio of the TBSF (Prpsr) can be represented
as follows:

Prpsr = <ZI: Bk) /Bo (5)

k=1

where let the number of whole banyan network be
1[14].

4.1.2 Analysis model of the F-TBSF with faulty ele-
ments

A link fault causes the decrease of the number of avail-
able banyan networks (thus, decreases 1), and the dam-
age on the throughput can be easily analyzed with the
equation 5. Here, the throughput degradation caused
by a faulty switching element is focused.

First, an element fault on a simple banyan net-
work is considered. Assume that an element on the
mth stage is faulty. Usually, the faulty element can
not set the conflict packet even if the conflict occurs at
the element. Thus, the number (thus the pass through
ratio) of packets whose conflict bit is set is decreased
by the faulty element. We refer this pretended pass
through ratio as RA. Misrouted packets caused by the
faulty element are detected at the outlets of the banyan
network, and the real pass through ratio RF is degrad-
ed. The pass through ratio of the misrouted packet is
referred as RM, and thus:

RF = RA—- RM. (6)
(1) Calculation of the RA

As shown in the Figure 9, the influence of a faulty ele-
ment is propagated through the binary tree path.

Fig. 9
Here, the packet existing probabilities of the input
link on the binary tree path are represented as follows:

Influence of the faulty element



e 7,11: The packet existing probability at the ¢ + 1
stage’s input link on which the packet is passing
through the fault-free element.

e R;:1: The packet existing probability at the ¢ 4+ 1
stage’s input link on which the packet is passing
through the faulty element.

T;41 is the same as the fault-free case calculated with
the equation 1.

R4 is calculated with the input probability of r;
and R; as shown in Figure 10, thus:

rif (R;) + Rif(7;
Ry — RO FRiF () -
2

Note that the faulty element on the mth stage can
not set the conflict bit, and the pretended pass through
ratio on the stage m is 1, and thus, R,,+1 = 7.

m

Il PN 4

Fig. 10 Consideration of R;41
The number of total switching element is 2*~1, and
the probability that an input of a switching element on

the m + 1 stage may receive the packet which passed
0

through the faulty element is represented as _—. S-

ince the path on which packets are passing the faulty
element forms the binary tree as shown in Figure 9,
the probability that an input of a switching element
receives the packet which passed the faulty element is
represented as follows.

n—1 _ 20 20

m + 1Stage : 27}/7717'7"/+1 + FRm+1
n—1 _ 21 21

m + 2stage : 2”771/’“‘”14_2 + ﬁRm+2

The pretended pass-through ratio RA is the prob-
ability at the output (stage n + 1), and represented as
follows.

anl _ znflfm 2n717m
RA = i Tn+ g Ra
1 1
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(2) Calculation of the RM

Next, the probability that misrouted packets caused by
the element fault are transferred output of the banyan
network (RM) is calculated.

On the stage m, the probability of misrouting is as
follows:

1 1 T

— T X = = —

2n-1 2 2n

Since the path where misrouted packets are trans-
ferred forms the binary tree as shown in Figure 9, the
probability that misrouted packets are existing on the
input of the stage m + 1 is as follows:

T 1 T
ﬁf(rm+1) X 5 X2 = Z%f(rm-i-l)-

Similarly, on the stage m + 2, the probability be-
comes:

Tm

1 Tm
2—nf(7”m+1)f(7"m+2) X5 X 2= Z—Hf(7m+1)f(7“m+2)-
RM is the probability on the output of the banyan
network:

RM = i7"mf(Tm+1)f(f"m+2) e frn—2)f(Tn-1)

2n

= e I1 f09) )

j=m+1

From the equation 6, 8, and 9, the total pass
through ratio of the banyan network in which an el-
ement on the stage m is faulty (RF') is represented as
follows:

RF
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Like the pass through ratio of fault free TBSF (e-
quation 5), the RF can be extended to the total banyan
network just by replacing B, with RF.

l
Pp_rpsy = (RF + ZBk> /By (10)
k=2

4.2 Analysis model of the F-PBSF

4.2.1 Analysis model of the fault-free PBSF

In the first (top) layer of the PBSF, the probability
that a packet is forwarded to the horizontal direction
is the same as TBSF (because there is no vertical in-
put packet), so it is represented with the equation 2.
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In the PBSF, a packet is forwarded to the next layer
only when the conflict occurs. Therefore, the probabil-
ity that a packet is inserted into a switching element in
the 2nd layer i-th stage from the vertical input (d;2) is
represented as follows:

7"2'2

dip = - (11)

For the layer lower than the 2, there are horizon-
tal input packet and vertical input packet. All possible
combinations of input/output packets are shown in Ta-
ble 1. In this table, 0/1 shows that the destination of
the input packets in the switching element are upper
output (0) or lower output (1) respectively. If a pack-
et is actually reaches to the output link, O is marked.
Otherwise, X is marked. From this table, the probabil-
ity that a packet is forwarded to the horizontal/vertical
direction is represented in the Table 2.

From Table 2, the packet existing probability at
a horizontal output link (r;) and vertical output link
(ds,;) of a jth layer ith stage element are calculated as
follows for each combinations of input packets.

Y(input probability) x (output probability)

So, 7; and d; ; are represented as follows respectively.

1 1 1
Ty = 7'i—1_17'1271+§di,j71 <1 —Ti—1+ 47"121) (12)

dij=dij1ricy+ (1= dij)riy (13)
4.2.2 Analysis model of the faulty F-PBSF

Unlike the TBSF, the packet is transferred to the low-
er layer both with the link fault and element fault. If
there is a fault in an element/link, the combination of
output packets are modified as shown in Table 1. In
this case, the probability that a packet is forwarded to
the horizontal/vertical direction is represented in the
Table 2.

From Table 2, the packet existing probability at
a horizontal output link (r;), vertical output link (d; ;)
and vertical output link to lowest layer’s input link (s; ;)
of a jth layer ith stage element on condition that each
switching element or link will be faulty at probability
f, are modified as follows respectively.

1
Ty = éf(l —dij—1)ri—1(1 = 7ri—1)

1
+-f(1 = dijoa)ri,

2
1 3
+ofdija (1~ ri-1)? + Zfdiaj—lrz?—l
5
+Zfdz',j—17'i—1(1 —7i_1)

HU= frioa = (0= 1y

1 1
+5 (1= f)dij (1 —7io1+ 4T?_1) (14)

dij = o fdigaria(1=ria) + fdigariy
+%(1 = f)di iy
(= A= diga)ria (1= ricn)
F = P (= dig )7y (15)
1 1.,
sij = EfTi—l(l —7Tic1) + Efri_l (16)

Applying these equations from the first stage of the
first layer to every output, the packet existing proba-
bility of the F-PBSF can be analyzed.

5. Evaluation of the throughput

Using proposed probabilistic model and computer sim-
ulation, the throughput (pass through ratio) of faulty
F-TBSF/F-PBSF is analyzed.

5.1 F-TBSF

Table 3 Pass-through ratio vs. location of the fault on the
F-TBSF (64 inputs, load:0.5, 2 banyan networks)

location of | pass-through ratio | ratio

the fault (vs. no fault)
no fault 0.88050 1.00000
stage 0 0.87660 0.99557
stage 1 0.87666 0.99564
stage 2 0.87671 0.99570
stage 3 0.87675 0.99574
stage 4 0.87678 0.99578
stage 5 0.87681 0.99581

(1) Single element fault

Table 3 shows the relationship between the pass-
through ratio and the location of the faulty element
(64 x 64 single banyan network). The earlier the faulty
element is located, the larger is the degradation of the
path through ratio. However, the influence is not so
large (under 1%). In the TBSF, the load of the first
banyan network is maximum. Therefore, the influence
of an element fault becomes maximum when the first-
banyan stage-0 element is faulty.

Figure 11 shows the pass-through ratio versus in-
put traffic load (r9) with a single banyan network
(64 x 64) when there is a faulty element at the first
stage of the first banyan network. In this figure, the
pass-through ratio of the banyan with the faulty ele-
ment is only a few % lower than that of without fault
even if the connected banyan network is one. From this
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Table 1  All input/output combination in a switching element (F-PBSF)

combination no fault fault
vertical | horizontal || horizontal | vertical || horizontal | vertical | lowest layer

input input output output output output output
d 70 T1 0 1 0 1 0 1
- - - X X X X X X X X
- 0 - O X X O X X X X
- 1 - X O X X X X O X
- - 0 O X X X X X X O
- - 1 X O X X O X X X
- 0 0 O X O O X X X O
0 1 O O X O O X X X

- 1 0 o O X X X X O O
- 1 1 X O O X O X O X
0 - - O X X O X X X X
0 0 - O X @) O X O X X
0 1 - O O X O X X ©) X
0 - 0 O X @) O X X X O
0 - 1 O O X O O X X X
0 0 0 O X @) O X O X O
0 0 1 (@) O @) O @) O X X
0 1 0 (@) O @) O X X @) O
0 1 1 ©) O ©) O ©) X ©) X
1 - - X O X X O X X X
1 0 - O O X O O X X X
1 1 - X O ©) X ©) X ©) X
1 - 0 O O X X @) X X O
1 - 1 X O O X O @) X X
1 0 0 O O @) O @) X X O
1 0 1 O O ©) O @) O X X
1 1 0 o O O X O X O O
1 1 1 X ©) ©) X ©) O ©) X

Table 2  Packet output rate of a switching element (F-PBSF)

combination packet existing no fault fault
vertical horizontal probability at horizontal | vertical || horizontal | vertical | lowest layer
input input input link output output output output output
1-d |1-7 |1—7 || A1—-d)(1-7)° 0 0 0 0 0
1-d 1—7r T (1—dyr(1—7) 0.5 0 0.25 0 0.25
1-d T 1—1r 1-—d)r(1-1) 0.5 0 0.25 0 0.25
1-d T T (1 - d)r? 0.75 0.5 0.5 0 0.5
d 1—7 | 1—7 d(1 — 7)? 0.5 0 0.5 0 0
d 1—7r T dr(l—r7r) 0.75 0.5 0.625 0.25 0.25
d T 1—7r dr(l—r) 0.75 0.5 0.625 0.25 0.25
d T T dr? 0.875 1.0 0.75 0.5 0.5
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Fig. 12 Pass-through ratio vs. traffic load on the F-TBSF
(256 inputs ,fault probability: 0.05, 0.1)

figure, it also appeared that the difference of the faulty
banyan and the fault free banyan does not change when
the traffic load is changed. Figure 11 also shows the re-
sult of computer simulation. The results from computer
simulation are almost equal to those from analysis re-
sults.

(2) Multiple elements fault

Figure 12 shows the pass-through ratio versus input
traffic load under the fixed network size(256 x 256) when
the switching element of the F-TBSF is faulty with a
certain probability (0.05 and 0.1). Since the theoretical
analysis is difficult under this assumption, this result
comes from computer simulations. In this figure, the
pass-through ratio of the banyan is strongly influenced
by the difference of fault probability. But even in the
severe situation such as the fault probability is 0.1 and
traffic load is 1.0, the 80% packets can be saved with 5
banyan networks.

(3) Link fault

If there is a link fault, the banyan network must be
bypassed. Thus, the number of connected banyan net-
works (K) is decreased. As shown in Figure 11, the
degradation of the pass through ratio is large especially
with small K. For maintaining enough pass through
ratio under the link fault, four or five banyan networks
are required.

5.2 F-PBSF
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Fig. 13 Pass-through ratio vs. traffic load on the F-PBSF

(256 inputs , fault probability: 0.05)

Unlike the F-TBSF, the fault recovery mechanism
is attached to each switching element of the F-PBSF.
Thus, packets are transferred to the lower layer both
with the case of link fault and element fault. Only dif-
ference is that the on-the-fly fault recovery is possible
for the element fault while the diagnosis and setting by-
pass mode is required for the link fault. Therefore, the
throughput degradation of both cases is the same.

Figure 13 shows the pass-through ratio versus in-
put traffic load under the fixed network size(256 x 256)
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when the fault probability is 0.05. If the number of
layers is larger than 3, there are a little error between
the results of the probabilistic models and those of the
simulation. In the proposed probabilistic models, in-
put load traffic for all banyan networks are assumed to
be uniform. However, in the PBSF, the traffic fed to
a banyan network may not be uniform since the previ-
ous banyan network may disturb the traffic uniformity.
This is the reason why there are a little error between
the probabilistic models and simulation. However, this
error is 5% in maximum, and this demonstrates that
the results from the probabilistic models are useful in
most cases.

From this figure, the pass-through ratio of first
banyan network includes 5% faulty element is 4 to 18%
lower than that of fault free banyan network. And if the
number of layers K is increased, the pass-through ratio
will increase from 28% to 55% when K=2, and to 76%
when K=3. This is higher than that of the F-TBSF.

Figure 14 shows the pass-through ratio versus in-
put traffic load like Figure 12 when the fault probability
is 0.05 and 0.10. In this figure, the pass-through ratio
of the banyan can keep more than 65% in both reliabil-
ities even traffic load is 1.0 by using 3 banyan networks.
This figure also shows that the influence of reliability
will decrease by using more than 3 banyan networks.

Figure 12 and Figure 14 shows that the pass-
through ratio of the F-PBSF is up to 10% larger than
that of the F-TBSF if the connected banyan networks
are small (2 or 3). In the PBSF, the routing before con-
flict is effective since the conflicting packet is fed to the
element in the same position of the next layer. On the
other hand, the conflicting packet must be routed from
the first stage in the TBSF. This is the reason why the
pass-through ratio of the F-PBSF is better than that
of the F-TBSF.
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6. Conclusion

Fault recovery mechanisms are proposed for MINs with
multiple outlets TBSF/PBSF with the best use of their
inherent fault tolerant capability. With these mecha-
nisms, on-the-fly fault recovery is possible for multiple
faults on switching elements. For the link fault, the
networks are reconfigured after fault location, and the
network is available with some performance degrada-
tion.

The bandwidth degradation under multiple faults
on link /element is analyzed with theoretical models and
simulation. Through the analysis, the F-PBSF shows
high fault tolerance under high traffic load and low re-
liability by using 3 or more banyan networks.

In this paper, only uniform traffic is assumed, that
is, the destination of all packets is assumed to be dis-
tributed uniformly to all memory module. However,
irregular traffic including hot spots should be consid-
ered for more practical evaluation. The analysis model
treated here can be extended for traffic including a hot
spot[4][11]. However, since the existence of faults also
disturbs the traffic, the theoretical analysis under the
irregular traffic is difficult. The extensive simulation
study including hot spots and other irregular traffic is
the future work.

The TBSF chip has been implemented and now u-
tilized in a real multiprocessor [15], and the implemen-
tation of the PBSF chip was also finished[19]. Through
these implementations, the number of gates or areas
of each switching element can be calculated. We will
structure precise fault models based on these real hard-
wares.
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